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Why should soft documents? As this At Large: The Strange Case Of The World's Biggest Internet Invasion
By David H. Freedman, Charles C. Mann, many individuals additionally will certainly should buy the book
faster. But, often it's up until now way to obtain the book At Large: The Strange Case Of The World's
Biggest Internet Invasion By David H. Freedman, Charles C. Mann, even in other country or city. So, to ease
you in locating the books At Large: The Strange Case Of The World's Biggest Internet Invasion By David H.
Freedman, Charles C. Mann that will support you, we help you by offering the listings. It's not only the
listing. We will certainly offer the recommended book At Large: The Strange Case Of The World's Biggest
Internet Invasion By David H. Freedman, Charles C. Mann web link that can be downloaded straight. So, it
will certainly not require more times or even days to pose it as well as other books.

Amazon.com Review
Perhaps the scariest story of insufficient computer security and cybercrime yet is the true tale of Phantom
Dialer. He accessed university and military research centers, banks, even the computers that controlled
central California's dams. His actions could have put tens of thousands of lives at risk. And what makes it so
frightening is that he was not a criminal or computing genius. He was a curious, persistent, and mentally-
challenged young man who never truly understood his own actions. So if he could do that, what might a
determined terrorist do? Because, as Charles Mann and David Freedman show, advances in the Internet have
been making it easier, not harder, for security crackers to go where they're not wanted. The book reads like a
techno-thriller--from the discovery of a small cyberbreak-in to the massive manhunt that tracked him down
and the troubled birth of the FBI's computer crime squad--complete with all the humor and poignancies of
real human events.

From Library Journal
Freedman, editor of Inc. Technology magazine, and Mann (Noah's Choice, LJ 2/15/95) have collaborated to
produce a rather aimless account of a widespread series of related and mostly unpublicized computer-
hacking incidents perpetrated by a cracker (computer hacker) known as "Phantomd." Basing their book on
numerous personal interviews with network system administrators and "hundreds of megabytes of computer
logs" (yawn), the authors presumably wish to convey some sort of "ominous warning about the Internet's
fatal flaws." While network administrators worried about system security issues may find these accounts
fascinating, average online mavens will find them dull and plodding. The epilog succumbs to preachiness on
the topic of computer and network security. More riveting accounts of computer crime can be found in two
books from Jonathan Littman, The Fugitive Game (LJ 1/96) and The Watchman (LJ 2/15/97).?Joe Accardi,
Northeastern Illinois Univ. Lib., Chicago
Copyright 1997 Reed Business Information, Inc.

From Booklist



In this nonfiction study that takes on elements of fiction, a cracker (the proper term for an intruder who
successfully hacks into a system) disrupts the computer network at Portland State University's electrical
engineering department. Using a modem and home computer, the cracker, known first as the Phantom Dialer
and later as Infomaster, used password software and Trojan horses (modified programs with unpleasant
surprises lurking inside) to break into the Portland State system and use it as a springboard to access
hundreds of other systems nationwide. Being a poor speller, however, Infomaster spent hours repeatedly
typing code until his hands became claws. When he eventually cracked a system, he read the e-mail, stole
credit-card numbers, or, as with MIT, Texas A & M, NASA, and other groups, crashed systems. The cracker,
a frail, antisocial young man who rarely ventured outside his room, had earlier been committed to the Oregon
State Hospital and diagnosed with schizophrenia. This complicated tale of one cracker's insane persistence
makes the reader cringe at the potential for chaos in cyberspace. Jennifer Henderson
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Do you assume that reading is a crucial task? Locate your factors why adding is essential. Reviewing a book
At Large: The Strange Case Of The World's Biggest Internet Invasion By David H. Freedman,
Charles C. Mann is one part of pleasurable tasks that will certainly make your life high quality much better.
It is not about just exactly what type of book At Large: The Strange Case Of The World's Biggest Internet
Invasion By David H. Freedman, Charles C. Mann you read, it is not only regarding how many publications
you read, it's about the habit. Reviewing behavior will be a way to make publication At Large: The Strange
Case Of The World's Biggest Internet Invasion By David H. Freedman, Charles C. Mann as her or his close
friend. It will certainly despite if they spend money and also invest more e-books to complete reading, so
does this publication At Large: The Strange Case Of The World's Biggest Internet Invasion By David H.
Freedman, Charles C. Mann

But, exactly what's your concern not as well liked reading At Large: The Strange Case Of The World's
Biggest Internet Invasion By David H. Freedman, Charles C. Mann It is a fantastic task that will certainly
constantly give great advantages. Why you come to be so strange of it? Numerous points can be practical
why individuals do not want to check out At Large: The Strange Case Of The World's Biggest Internet
Invasion By David H. Freedman, Charles C. Mann It can be the dull activities, the book At Large: The
Strange Case Of The World's Biggest Internet Invasion By David H. Freedman, Charles C. Mann
compilations to check out, also careless to bring nooks everywhere. Now, for this At Large: The Strange
Case Of The World's Biggest Internet Invasion By David H. Freedman, Charles C. Mann, you will begin to
enjoy reading. Why? Do you understand why? Read this web page by completed.

Starting from visiting this website, you have actually aimed to start caring checking out a book At Large:
The Strange Case Of The World's Biggest Internet Invasion By David H. Freedman, Charles C. Mann This is
specialized website that offer hundreds collections of publications At Large: The Strange Case Of The
World's Biggest Internet Invasion By David H. Freedman, Charles C. Mann from lots sources. So, you won't
be burnt out more to choose guide. Besides, if you likewise have no time to look guide At Large: The
Strange Case Of The World's Biggest Internet Invasion By David H. Freedman, Charles C. Mann, just rest
when you're in workplace and open up the internet browser. You can discover this At Large: The Strange
Case Of The World's Biggest Internet Invasion By David H. Freedman, Charles C. Mann lodge this site by
attaching to the net.
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Hailed as "a chilling portrait" by The Boston Globe and "a crafty thriller" by Newsweek, this astonishing
story of an obsessive hacker promises to change the way you look at the Internet forever.
At Large chronicles the massive manhunt that united hard-nosed FBI agents, computer nerds, and uptight
security bureaucrats against an elusive computer outlaw who broke into highly secured computer systems at
banks, universities, federal agencies, and top-secret military weapons-research sites. Here is "a real-life tale
of cops vs. hackers, by two technology writers with a flair for turning a complicated crime and investigation
into a fast-moving edge-of-your-seat story" (Kirkus Reviews, starred). At Large blows the lid off the
frightening vulnerability of the global online network, which leaves not only systems, but also individuals,
exposed.
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Amazon.com Review
Perhaps the scariest story of insufficient computer security and cybercrime yet is the true tale of Phantom
Dialer. He accessed university and military research centers, banks, even the computers that controlled
central California's dams. His actions could have put tens of thousands of lives at risk. And what makes it so
frightening is that he was not a criminal or computing genius. He was a curious, persistent, and mentally-
challenged young man who never truly understood his own actions. So if he could do that, what might a
determined terrorist do? Because, as Charles Mann and David Freedman show, advances in the Internet have
been making it easier, not harder, for security crackers to go where they're not wanted. The book reads like a
techno-thriller--from the discovery of a small cyberbreak-in to the massive manhunt that tracked him down
and the troubled birth of the FBI's computer crime squad--complete with all the humor and poignancies of
real human events.

From Library Journal
Freedman, editor of Inc. Technology magazine, and Mann (Noah's Choice, LJ 2/15/95) have collaborated to
produce a rather aimless account of a widespread series of related and mostly unpublicized computer-



hacking incidents perpetrated by a cracker (computer hacker) known as "Phantomd." Basing their book on
numerous personal interviews with network system administrators and "hundreds of megabytes of computer
logs" (yawn), the authors presumably wish to convey some sort of "ominous warning about the Internet's
fatal flaws." While network administrators worried about system security issues may find these accounts
fascinating, average online mavens will find them dull and plodding. The epilog succumbs to preachiness on
the topic of computer and network security. More riveting accounts of computer crime can be found in two
books from Jonathan Littman, The Fugitive Game (LJ 1/96) and The Watchman (LJ 2/15/97).?Joe Accardi,
Northeastern Illinois Univ. Lib., Chicago
Copyright 1997 Reed Business Information, Inc.

From Booklist
In this nonfiction study that takes on elements of fiction, a cracker (the proper term for an intruder who
successfully hacks into a system) disrupts the computer network at Portland State University's electrical
engineering department. Using a modem and home computer, the cracker, known first as the Phantom Dialer
and later as Infomaster, used password software and Trojan horses (modified programs with unpleasant
surprises lurking inside) to break into the Portland State system and use it as a springboard to access
hundreds of other systems nationwide. Being a poor speller, however, Infomaster spent hours repeatedly
typing code until his hands became claws. When he eventually cracked a system, he read the e-mail, stole
credit-card numbers, or, as with MIT, Texas A & M, NASA, and other groups, crashed systems. The cracker,
a frail, antisocial young man who rarely ventured outside his room, had earlier been committed to the Oregon
State Hospital and diagnosed with schizophrenia. This complicated tale of one cracker's insane persistence
makes the reader cringe at the potential for chaos in cyberspace. Jennifer Henderson

Most helpful customer reviews

0 of 0 people found the following review helpful.
Four Stars
By Amazon Customer
Great book.

8 of 8 people found the following review helpful.
Fascinating!
By Alan Mead
This book chronicles the exploits of a young computer enthusiast who managed to break into an alarming
number of computers, mainly by sheer perseverance. The book is also the story of the people who hunted
this early cybercriminal and how he was ultimately caught.

One of the remarkable aspects of the story is that the chief antagonist (the "hacker") was not particularly
skilled. He was what's called a "script kiddie" in the biz. Another remarkable aspect of the book is that after
breaking into dozens of computers, and finally getting caught after dozens of people had invested hundreds
of hours tracking him, he was basically let off the hook with very little punishment.

I found this to be a fascinating account of an extraordinary series of events. I recommend this book
especially for those who are interested in the field of information security as it provides a glimpse of the
motivations and methodology of one notorious cracker. For people who are interested in crimes or security,
this will be a riveting story.

All that said, this is only one side of the story and I wondered how accurate the reporting was. In particular, I
wished that there was more on the motivation and thinking of the main antagonist, the super-cracker-slash-
script-kiddie pseudo-named Matt Singer. In the book, he is characterized basically as a bad guy. There has



been more written about this story and apparently the script kiddie's real name is Tim Bach. You can find his
posts in the freebsd.org mailing list archives from 1995 and other on-line traces. These "real-world" glimpses
do not seem, IMHO, to jive completely with the character in this putatively non-fiction book.

In the same vein, Trent Fisher (no pseudonym for him in the book) has a website and doesn't seem too happy
in how he was characterized.

And, finally, the events are ancient history. In many ways, information security has taken strides since these
events unfolded. Law enforcement and especially forensics are more advanced. And in important ways,
modern worms represent the evolution of this breed of attacker.

But it's still a fascinating and, I think, important story.

2 of 2 people found the following review helpful.
Excellent
By David Cohen
At Large is essentially the tale of a cracker who was bright enough to electronically steal the source code of
Solaris - described in the book as "over 100 Mb of corporate lifeblood" - but then, after the theft, wasn't
smart enough to realise that his own hard drive wasn't large enough to store the pilfered material. This book
is subtitled 'The Strange Case of the World's Biggest Internet Inavsion', but there are more appropriate
adjectives than strange. Crazy, astonishing, mind-boggling and unbelieveable would be more apt. This is a
compelling account of cracked computers and confounded cops - with the cracker and confounder being not
an evil consortium of hacking dudez, but ONE mentally retarded loner cooped up in his bedroom. Basically,
one Matthew Singer of Portland, Oregon roamed the Internet almost at will during 1991 and 1992, taking
over whole networks and inspecting their contents. No-one was immune from his wandering - he invaded
commercial, government and educational networks. Through dogged persistence and nifty cracking
techniques Singer (who went by the handles of Phantomd and Infomaster) did whatever he wanted, from
reading other people's email to penetrating supercomputers. The most amazing thing is that Phantomd did
almost no damage. His opportunities to cause havoc were vast. He seemed more interested in cracking for
the sake of it, instead of trashing files. This was just as well - one of the networks he conquered, for example,
controlled a huge dam in California. The message of At Large is clear: if Internet security is so bad, what's to
stop real damage being done by a malicious cracker? There are numerous sobering quotes throughout the
book, like 'Internet security isn't lousy. There just isn't any,' and 'The typical computer network...is more like
a gauze tent encircled by a band of drunk teenagers with lit matches.' Systems administrators had a hard time
keeping up with Phantomd. They also had great difficulty in convincing the FBI that real crime was being
commi! tted - especially when there was no blood or outraged victim at the scenes of the crimes. No special
computing knowledge is required to enjoy this book. Like all good science books, it imparts the necessary
information needed to understand the sometimes-bizarre world of hackers and crackers. The explanation of
TCP/IP is the best I've seen, and they are mostly dependable on other technical points - except when they say
DOS stands for Digital Operating System - it's actually Display Only System. One of the best features of At
Large is their descriptions of how some of the key characters in the book became so enraptured with
computers and coding. Whether it was being entranced from learning Basic in a weekend, or wrestling with
the Zen-like possibilities of Unix, they relate many instances of how otherwise-normal people are seduced by
the digital. The authors show real narrative skill in pacing their account of the invasion, as the book switches
from one location to another.

See all 30 customer reviews...



AT LARGE: THE STRANGE CASE OF THE WORLD'S
BIGGEST INTERNET INVASION BY DAVID H. FREEDMAN,

CHARLES C. MANN PDF

Get the connect to download this At Large: The Strange Case Of The World's Biggest Internet Invasion
By David H. Freedman, Charles C. Mann and also start downloading. You can desire the download soft
documents of the book At Large: The Strange Case Of The World's Biggest Internet Invasion By David H.
Freedman, Charles C. Mann by undertaking various other tasks. Which's all done. Currently, your count on
read a book is not always taking and lugging the book At Large: The Strange Case Of The World's Biggest
Internet Invasion By David H. Freedman, Charles C. Mann almost everywhere you go. You can save the soft
data in your gadget that will certainly never be far away and also review it as you like. It resembles checking
out story tale from your device then. Currently, start to enjoy reading At Large: The Strange Case Of The
World's Biggest Internet Invasion By David H. Freedman, Charles C. Mann and get your new life!

Amazon.com Review
Perhaps the scariest story of insufficient computer security and cybercrime yet is the true tale of Phantom
Dialer. He accessed university and military research centers, banks, even the computers that controlled
central California's dams. His actions could have put tens of thousands of lives at risk. And what makes it so
frightening is that he was not a criminal or computing genius. He was a curious, persistent, and mentally-
challenged young man who never truly understood his own actions. So if he could do that, what might a
determined terrorist do? Because, as Charles Mann and David Freedman show, advances in the Internet have
been making it easier, not harder, for security crackers to go where they're not wanted. The book reads like a
techno-thriller--from the discovery of a small cyberbreak-in to the massive manhunt that tracked him down
and the troubled birth of the FBI's computer crime squad--complete with all the humor and poignancies of
real human events.

From Library Journal
Freedman, editor of Inc. Technology magazine, and Mann (Noah's Choice, LJ 2/15/95) have collaborated to
produce a rather aimless account of a widespread series of related and mostly unpublicized computer-
hacking incidents perpetrated by a cracker (computer hacker) known as "Phantomd." Basing their book on
numerous personal interviews with network system administrators and "hundreds of megabytes of computer
logs" (yawn), the authors presumably wish to convey some sort of "ominous warning about the Internet's
fatal flaws." While network administrators worried about system security issues may find these accounts
fascinating, average online mavens will find them dull and plodding. The epilog succumbs to preachiness on
the topic of computer and network security. More riveting accounts of computer crime can be found in two
books from Jonathan Littman, The Fugitive Game (LJ 1/96) and The Watchman (LJ 2/15/97).?Joe Accardi,
Northeastern Illinois Univ. Lib., Chicago
Copyright 1997 Reed Business Information, Inc.

From Booklist
In this nonfiction study that takes on elements of fiction, a cracker (the proper term for an intruder who
successfully hacks into a system) disrupts the computer network at Portland State University's electrical
engineering department. Using a modem and home computer, the cracker, known first as the Phantom Dialer
and later as Infomaster, used password software and Trojan horses (modified programs with unpleasant
surprises lurking inside) to break into the Portland State system and use it as a springboard to access



hundreds of other systems nationwide. Being a poor speller, however, Infomaster spent hours repeatedly
typing code until his hands became claws. When he eventually cracked a system, he read the e-mail, stole
credit-card numbers, or, as with MIT, Texas A & M, NASA, and other groups, crashed systems. The cracker,
a frail, antisocial young man who rarely ventured outside his room, had earlier been committed to the Oregon
State Hospital and diagnosed with schizophrenia. This complicated tale of one cracker's insane persistence
makes the reader cringe at the potential for chaos in cyberspace. Jennifer Henderson

Why should soft documents? As this At Large: The Strange Case Of The World's Biggest Internet Invasion
By David H. Freedman, Charles C. Mann, many individuals additionally will certainly should buy the book
faster. But, often it's up until now way to obtain the book At Large: The Strange Case Of The World's
Biggest Internet Invasion By David H. Freedman, Charles C. Mann, even in other country or city. So, to ease
you in locating the books At Large: The Strange Case Of The World's Biggest Internet Invasion By David H.
Freedman, Charles C. Mann that will support you, we help you by offering the listings. It's not only the
listing. We will certainly offer the recommended book At Large: The Strange Case Of The World's Biggest
Internet Invasion By David H. Freedman, Charles C. Mann web link that can be downloaded straight. So, it
will certainly not require more times or even days to pose it as well as other books.


